# IMS3110 – TUTORIAL 12 – WORKSHEET

**Week Beginning 17 October 2005**

## TOPIC: REVISION

<table>
<thead>
<tr>
<th>Time frame</th>
<th>Topic</th>
<th>Activity</th>
<th>Outcomes/tasks/resources</th>
</tr>
</thead>
</table>
| 5-10 mins  | Past IMS3110 exam papers | HOMEWORK Define the following key terms and bring your answers to Tutorial 13.  
- BCP  
- Disaster Recovery  
- Identity Fraud  
- Non repudiation  
- Vulnerability  
  Each student should be able to give a main point to support each of the key terms above. | Definitions require you to bring together all the information relating to a particular key term. Marks will be lost if key information is missing. |
| 5 mins     | Exam prep And compulsory question | The compulsory question in your exam is based on a report written by the Australian Government from a survey of small enterprise being impacted upon by e-crime.  
- The case is downloadable from the IMS3110 website in week 13.  
- Preparation for the final exam is located in the PPT slides presented in the lecture in Week 13 | Students who do NOT attend the final lecture MUST make themselves familiar with the survey report |
| 45 mins    | Presentations | | |

---

**Definitions**

- **BCP** (Business Continuity Planning): A strategy designed to ensure an organization’s ability to continue core operations during a disruption or crisis.
- **Disaster Recovery**: The process of restoring an organization’s operations following a disaster or other disruptive event.
- **Identity Fraud**: The unauthorized use of someone’s identity for financial or other purposes.
- **Non repudiation**: A mechanism that prevents a party from denying the authenticity of their digital signature.
- **Vulnerability**: A weakness in a system or network that an attacker can exploit to gain unauthorized access or control.