<table>
<thead>
<tr>
<th>Time frame</th>
<th>Topic</th>
<th>ACTIVITY</th>
<th>OUTCOMES/tasks/resources</th>
</tr>
</thead>
</table>
| 5 mins     | Group presentations | • group presentations must be organised now and you should be aware in which week you will be presenting – you must present on the date you have agreed to  
• Assignment 1 is to be handed in during tutorials **NOT EMAILED TO YOUR TUTOR – THIS WILL NOT BE ACCEPTED OR LEFT IN SOMEONE’S MAIL BOX!!**  
• Please ensure you attach a SIMS coversheet which is signed  
• You will be required to sign on a sheet placed on a side desk to ensure you handed in your assignment | |
| 25 minutes | Passwords: How to escape the password nightmare | Problems with passwords  
Arrange students into groups. Assign one topic from the list below to each group:  
• User View (page 4 of 14)  
• Application owner view (page 4 of 14)  
• IT view (page 6 of 14)  
• Strengthen authentication  
• ActivCard  
Each group should discuss:  
• the issues (positive and negative)  
• What can be put in place to get round the negative issues: to be considered  
  • Will single sign on be the answer  
  • Will a two factor authentication be best  
Ensure students discuss:  
What the implications are of using these methods  
The impacts on the goals of IS security ie CIA and extended model | A handout will be given to you on this topic. If you want to read this before hand it can be obtained from Level 7 S building. |
| 15-20 mins | All groups should present their findings – ensure you mention the CIA, authentication, accountability goals of IS security | |
| 5 mins     | Presentation marking feedback | • marked presentations will be handed back either at the time of presentation or in the week following with suitable comments.  
• Tutors will spend five minutes at the end with the groups to discuss the mark allocation and allow students to ask any questions | |

**COMMENTS:**
Please feel free to email me with any concerns or issues you have with regard lectures, tutorials, assignments etc.